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Menu Gestion > Groupe

Ce menu est utilisé en conjonction avec la fenétre Gestion des Groupes. Voir Admintool. Si certains
boutons sont grisés, c'est qu'il faut sélectionner un groupe dans la fenétre Gestion des Groupes.

Propriétés des Groupes
Lorsque nous créons ou modifions un groupe, nous avons acces a I'ensemble de ses propriétés :

Général

Paramétres groupe -

General | Restriction des droits I Time out | Resirictions de accés aux données | Partage des requétes

Mom USER WER

Type dutiisateur .'l.n'igilens. Designer v

L Autoriser la connexion sans mot de passe (= le profil Windows correspond)

. Paramétrage mail specfigue...

oK | _ Cancel

Nom
Nom du groupe, sachant que le groupe par défaut ne peut pas étre renommé.
Utilisateur

il y a 2 types possibles d'utilisateur.

* Vigilens Viewer / Web : que de la consultation de requétes existantes
* Vigilens Designer : possibilité de créer de nouvelles requétes.
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! Les types disponibles dépendent de la licence.

Connexion Windows

Permet de lancer Vigilens sans que la fenétre de connexion s’affiche, si le nom de I'utilisateur
Windows correspond au nom de |'utilisateur Vigilens

Paramétrage mail spécifique

On peut également affecter un serveur mail différent et/ou un nom d'expéditeur différent pour ce
groupe par rapport au serveur par défaut.

On peut paramétrer le serveur mail au niveau de I'utilisateur, et dans ce cas il prime sur ce qui
est défini au niveau groupe.

Le fait de spécifier les paramétrages mail au niveau de ['utilisateur permet d'avoir une
£  adresse de retour personnalisée.

Paramétrage Mail -

[w]Utilizer e serveur par défaut (smtp.office365,com)i

Utiliser 'émetteur par défaut (support@vigilens. fr)

Décocher I'une ou les deux case ouvre la saisie aux parametres spécifiques a ce groupe.
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SMTF

Serveur de courrier sortant (SMTF)

[ Mon serveur sortant (SMTF) requiert une authentification
Mom d'utilisateur

Mot de passe

Muméro de port du serveur sortant (SMTF)

[w] Chiffrement par défaut
Chiffrement

(®) Aucun TS

[w] Utilizer 'émetteur par défaut (support@vigilens. fr)

[w] utilizer le serveur par défaut (smtp.office365.com)

Emetteur

Adresse de ['émetteur |

[ | Envoyer une copie cachée & 'émetteur

Restriction des droits
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Général | Restriction des droits | Time out | Restrictions de accés aux données | Partage des requétes

=
|:| M'autoriser que l'importation des sources de donr
|:| Interdire la publication des requétes
[ ] Restreindre les droits de modification sur les requ
Elﬁ Autorisations
[] Autoriser les modifications au niveau du répertoir
[] Autoriser [utilisation du nombre de dédmales sta
[ ] Autoriser la suppression de tous les fichiers de ré
|:| Autoriser la création de jointures standards pers:
[] Autoriser la création de devises standards persol
|:| Autoriser la création de requétes de type 'Saisie
- Restitutions
EEI--E Arccés aux applications
=[] Divers

[] afficher le minimum dinformations dans le récapil

C'est notamment ici que I'on définit a quelles applications Vigilens un groupe peut accéder. On
remarque que pour chaque droit on a, en haut a droite, une aide contextuelle.

Général | Restriction des droits | Time out | Restrictions de ['accés aux données I Partage des requétes

I Restrictions Autorise [utilisateur & exécuter
I'application OPManage afin de créer,

- Autorisations A . P
de o modifier ou supprimer des opérations
-4 Restitutions spécifigues.

-{]=| Accés aux applications MB ; Cette application ne permet pas

M -utoriser ['exécution de 'application OPManage de modifier les opérations standards.
|:| Autoriser ['exécution de ['application DMManage

|:| Autoriser ['exécution de ['application LogManage

|:| Autoriser l'exécution de 'application Vigilens Monitor

|:| Autoriser l'exécution de ['application WebConfig

Interdire la connexion & linterface Vigilens

yl Divers

... ] afficher le minimum d'informations dans le récapitula
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| Si une de ces cases est cochée au niveau groupe, elle le sera aussi au niveau des

ar utilisateurs du groupe et ne sera pas décochable

Restrictions

» N'autoriser que l'importation des sources de données partagées
o Restreint I'utilisation des sources de données aux seules sources partagées par
I'administateur, en ne permettant pas a I'utilisateur de créer ou de modifier des sources
de données.
e Interdire la publication des requétes
o Interdit a I'utilisateur de publier les requétes qu'il a créés.
 Restreindre les droits de modification sur les requétes
o Interdit a I'utilisateur de modifier tous ce qui se rapporte a la source de données, aux
tables et aux jointures des requétes existantes.L'utilisateur ne peut pas créer de
nouvelles requétes. Il ne peut que modifier certaines caractéristiques (conditions, champs
a restituer...) des requétes existantes.

Autorisations

* Autoriser les modifications au niveau du répertoire des requétes partagées
o Autorise I'utilisateur a effectuer des modifications au niveau du répertoire des requétes
partagées : ajout, modification, suppression de sous-répertoires ou de requétes.
 Autoriser l'utilisation du nombre de décimales standard pour les montants en devises
o Autorise I'utilisateur a ne pas renseigner les informations liées au champs correspondant
a des montants en devise (le nombre de décimales utilisé pour ces montant étant alors
celui spécifié au niveau du dictionnaire de données).
 Autoriser la suppression de tous les fichiers de résultats
o Autorise |'utilisateur a supprimer tous les fichiers de résultats, y compris ceux qui ont été
créés par un autre utilisateur.
e Autoriser la création de jointures standards personnelles
o Autorise I'utilisateur a créer ses propres jointures standards qui pourront étre utilisées par
les autres utilisateurs.
 Autoriser la création de devises standards personnelles
o Autorise |'utilisateur a créer ses propres devises standards qui pourront étre utilisées par
les autres utilisateurs.
e Autoriser la création de requétes de type 'Saisie SQL'
o Autorise I'utilisateur a créer des requétes de type 'Saisie SQL'.

Restitutions

e Interdire la génération de fichier
o Interdit a I'utilisateur de procéder a des restitutions sous forme de fichier.
e Autoriser la restitution vers des fichiers particuliers
o Autorise I'utilisateur a spécifier un chemin ainsi qu'un nom de fichier particulier qui sera
utilisé pour la restitution des résultats.
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e Interdire les impressions
o Interdit a I'utilisateur de procéder a des restitutions sous forme d'impression.
e Interdire les envois de mail
o Interdit a I'utilisateur de procéder a des restitutions sous forme d'envoi de mail.
 Autoriser I'export vers une base de données
o Autorise |'utilisateur a se servir du type de restitution : Export vers une base de
données, qui lui permet d'insérer les lignes de résultat de sa requéte dans une table
d'une base de données.
 Autoriser la création de table lors de I'export vers une base de données
o Autorise |'utilisateur, lors de I'export vers une base de données, a spécifier une table cible
n'existant pas dans la base.
e Autoriser la purge de la table cible lors I'export vers une base de données
o Autorise I'utilisateur, lors de I'export vers une base de données, a demander la
suppression des enregistrements éventuellement présents dans la table cible avant
I'export.

Acces aux Applications

e Autoriser I'exécution de I'application OPManage
o Autorise I'utilisateur a exécuter I'application OPManage afin de créer, modifier ou
supprimer des opérations spécifiques. NB : Cette application ne permet pas de modifier
les opérations standards.
 Autoriser I'exécution de I'application DMManage
o Autorise I'utilisateur a exécuter I'application DMManage afin de renommer et attribuer
une description aux tables et aux champs.
 Autoriser I'exécution de I'application LogManage
o Autorise |'utilisateur a exécuter I'application LogManage afin de gérer les connexions des
utilisateurs.
 Autoriser I'exécution de I'application Vigilens Monitor
o Autorise I'utilisateur a exécuter I'application Vigilens Monitor permettant la création de
pages Web incorporant des requétes Vigilens exécutées automatiquement a une
fréquence donnée.
 Autoriser I'exécution de I'application WebConfig
o Autorise |'utilisateur a exécuter I'application WebConfig afin de gérer les parametres liés a
Vigilens Web.
* Interdire la connexion a l'interface Vigilens
o Interdit a I'utilisateur de se connecter a I'interface Vigilens. Cet utilisateur ne peut étre
utilisé que pour ce connecter via une ligne de commande ou une URL.

Divers

o Afficher le minimum d'informations dans le récapitulatif des requétes
o Permet de n'afficher qu'un minimum d'informations au niveau du récapitulatif des
requétes (source de données et descriptif de la requéte).
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Time Out

Paramétres groupe -

| Genéral | Restriction des droits | Time out | Restrictions de ['accés aux données | Partage des requétes |

Time out concernant l'exécution de la requéte QL

[ ] Activer le time out

Time out total (exécution de la requéte 5QL + récupération et mise en forme des données)

[w] Activer le time out h IEI IEI

Iy a2 timeout:

e |e premier est purement relatif a la base de donnée : c'est le temps maximum entre la
soumission par Vigilens de la requéte au serveur SQL et la fin de I'exécution. Ce time out est
géré par la base de données elle-méme.

* |e deuxieme est géré par Vigilens : par rapport au premier, il prend également en compte le
temps de récupération des données.

Ces notions de time-out peuvent étre définies au niveau :

1. du groupe
2. de I'utilisateur
- 3. de la requéte

Les temps doivent forcément étre de plus en plus petits quand on passe de groupe a
utilisateur puis utilisateur a requéte.

Le time out SQL étant géré au niveau du systeme de base de données, il n'est pas
disponible sur toutes les plates-formes.
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10:22

Restriction de lI'acces aux données

Parameétres groupe -

| Général | Restriction des droits | Time out | Restrictions de l'accés aux données |Par13ge des requétes |

| Restrictions par défaut... | < Paramétré > (Aucune restriction)

Restriction spédfigue & une source de données

(Pour supprimer ['accés & une base décocher la case correspondante)

wafoe7 |

JDE_VIGILENS

Maodifier... Supprimer Defaut -=> Source de données | | Source de données - Défaut

[l peut étre utile de bloquer certains groupes pour les empécher de consulter certaines informations
sensibles de I'entreprise. Vigilens est possible d'imposer des restrictions au niveau des :

e Environnements

e Tables (pour les sources de type JDE/World)
e Alias (pour les sources de type JDE/World)

e Champs

e Valeurs

Le bouton Restrictions par défaut.. vous donne acces paramétrage valable pour
.| toutes les sources de données ne possédant pas de paramétrage spécifique.
&) L'enchainement des écrans est en tout point similaire au paramétrage d'une source de
donnée en particulier.

De maniére générale, toutes les restrictions suivantes fonctionnent sur un systeme soit
BlackList soit WhiteList : soit on explicite les éléments a interdire et tout le reste est

Y autorisé, soit on explicite les éléments a autoriser et tout le reste est interdit. Le
fonctionnement BlackList/WhiteList est défini au niveau du groupe et ne peux pas étre
changé au niveau utilisateur

-
-
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On peut ainsi :

e empécher/autoriser I'acces a des environnement, pour les sources de données JDE/World

Restrictions sur les environnements EnterpriseCne f OneWorld | pestrictions sur les 13b|4 < I ¥

Liste des environnements autorisés Liste des environnements interdits

#  Description Envir... Path. £ Description Envir... Path.
E920 Develop... DWa20 Dya20 ES20 Producti... PDS20 FD920
E920 Prototyp... PY920 PYa20

W
HI

» empécher/autoriser la consultation d'une table en particulier
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Restrictions sur les tables | Restrictions sur les champs I Restrictions sur les valeurs de ¢ < | *

Mom de la table

Liste des tables interdites
Liste des tables autorisées

FO004
*_ MNom FO00S
FFooon194 FOD0532

FFoooz

FFoooz1
FFonozz2
FFoooz3
FFoo04

FFono41
FHFooo4p

%FUUUEI

FFooos3

FFoo0s31
FFooos3z

FFooosD
FFooos

FHFoooeD
FFonoes

MFI"II"II"IF.E‘I

e empécher/autoriser I'acces a un alias (JDE/World)
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| Restrictions sur les tables | Restrictions sur les Alias |REsh'1cﬁons sur les champs | Rest < I ®

Liste des alias interdits W

Fas

Mom Description

[3] CELC Colt livraison

24| FAS Mom MNuméro

[3] zB0T Qté par lot

EAE Yes or Mo Entry

[&] #E0 &P Approval Either/O. ..

[&] #FMs Form Size (W32)

FERE] Liste biblioth&ques

[3] %14 Liste biblioth&ques

E #PF Form Type

[&] #FID Code programme
Total - Overhead Cost
Déclarations corrigéesfte
Type animal
Liste approbation dem...
Code d'autorisation W...

Date code autorisation, .
Cade A'sntaricstae WY

m R

» empécher/autoriser la consultation de certaines colonnes d'une table

Vigilens Reporting Knowledge Garden - https://vigilens.wiki/dokuwiki/



Last

;338}8;/28 v8_0_0:admintool:menus:gestion:groupe:start https://vigilens.wiki/dokuwiki/doku.php?id=v8_0_0:admintool:menus:gestion:groupe:start&rev=1595924550

10:22

| Restrictions sur les tables | Restrictions sur les champs | Restrictions sur les valeurs de d 2 I &

Mom de la table Mom du champ Liste des champs interdits v

| | [=] =
iste des champs autorisés

[FD000124]. [SYEDSP]

4 MNom - [FO000194]. [SYEDTN]

EECN | (oo B
FOOD2

FHFoooz1
FrFoooz2

FFoooz3

£ Mom

[&| SYEDET
[5] SYEDLM
[&] SYEDSP

5| SYEDTI

[&] SYEDUS

e empécher/autoriser la consultation de certaines lignes d'une table selon des criteres sur une
colonne de la table. Le critére peut étre une unique valeur, une plage de valeur, ou une liste de
valeurs.
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Restrictions de I'accés aux données

|l:uﬁdmu'u nterdisant la visuakeation des enregistramants W
Saisie d'une condition sur la valeur d'un champ / d'un alias
Saisie dun alias (®) Saisie 'un champ
Champ A tester
() Saisie dun champ sars assstant
Hom de |a table tom du champ

(%) Saisie dun chamg en utiisant Fassistant

EHF0s11I1

EHF0eLIZIT
Pennisrs

Valeur pour laguele la visualsation est interdite

=] valeur égale & ka chaine de caractires suvante :

QK

[

[1

x N

¥

JDE associée a un utilisateur et I'un des ses roles (ou bien prendre en considération tous

@ Si la source de données est de type JDE/World, on a en plus le choix d'utiliser la sécurité

ses roles avec la valeur “*ALL”
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Restrictions de 'accés aux données -

| Restrictions sur les champs | Restrictions sur les valeurs de certains champs [ alias < |

IUtiliser la sécurité JDE assodée a et CACHE W
utilisateur | |

| AL v

Partage des requétes

Ce paramétrage permet de :

 Définir I'endroit ou I'utilisateur peut déposer les requétes qu'il désire partager. L'utilisateur a
acces a la totalité de I'arborescence des répertoires spécifiés
 Spécifier les requétes partagées qu'il peut utiliser
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Paramétres groupe -

Geénéral | Restriction des droits | Time out | Restrictions de ['accés aux données | Partage des requétes
Publication de requétes

+

Répertoire par défaut ;

Utiksation de requétes partagées

B e =

 Publication des requétes : liste des dossiers partagés accessibles lors de la publication des
requétes
o Répertoire par défaut : proposé par défaut lors de la publication des requétes
« Utilisation des requétes partagées : liste des dossiers partagés accessibles via l'interface web

Changer la Langue

TestLicences -

Langues
Langue utilisée pour linterface |English W |
Langue utiisée pour les descriptions provenant de |.ﬁ-nglais v |
la base

O [contenu]a faire
X [orthographe][v sylvainair, 2020-07-02]a-faire
X [liens_internes][v sylvainair, 2020-07-02]a-faire
.!, X [liens_casss][v sylvainair, 2020-07-02]a-faire

== [ [page_absente][v sylvainair, 2020-07-02]a-faire
O [todo]a faire
X [coherence_graphiquellv sylvainair, 2020-07-02]a-faire
X [taille_images][v sylvainair, 2020-07-02]afaire
X [version_mobile][v sylvainair, 2020-07-02]a-faire
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& O [version_anglaise]a faire
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